The bitcoin blockchain was construed as a self-regulating system that would eliminate financial institutions serving as trusted third parties. Instead however, various new intermediaries emerged carrying out economic activities related to the blockchain. The most common ‘gateways’ are cryptocurrency exchange platforms and wallet providers. Moreover, bitcoin’s main purpose has shifted from means of payment to speculation. In this article, the authors assess how the mentioned gateways are to be treated for value added tax purposes and challenge the Hedqvist-decision of the European Court of Justice against the backdrop of how bitcoins are being used today.
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1 Introduction

Bitcoin has missed the intentional goal initially established by Satoshi Nakamoto in the bitcoin whitepaper. Bitcoins have not become a common means of payment that would speed up the transfer of money across the world nor has it eliminated intermediaries. On the contrary, it can be observed that, in the cryptocurrency ecosystem, traditional intermediaries (of the banking sector) have simply been replaced by new intermediaries such as online exchange platforms and wallet providers.

Many business models have emerged using bitcoin, ether, and other so-called “altcoins” and offering services “off chain” with the first being online exchange services and wallet services. The businesses offering such services are located at the intersection between the online blockchain ecosystem – in which every user must run the blockchain code on their computer – and the ‘ordinary’ world of the Internet. They are sometimes referred to as ‘gateways’ that bridge both systems. Cryptocurrency exchange platforms and wallet providers facilitate access to the relevant cryptocurrency without requiring their users to become a part of the blockchain ecosystem. Users can simply register with an exchange platform and purchase cryptocurrencies for legal tender which will then be transferred to their wallet(s) that are sometimes provided by yet another company. These services are being widely used.

Furthermore, crypto marketplaces facilitate the trade of cryptocurrencies between individuals without requiring any of the traditional trusted third parties, such as banks, to intermediate. Some marketplaces enable the purchase of cryptocurrencies by providing automated teller machines (ATMs) that accept legal tender (cash) in exchange for cryptocurrencies. The transactions that are incurred where cryptocurrencies are obtained via an ATM are still purely electronic – the buyer is not provided with a tangible asset that could be used in the tangible world.
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Although cryptocurrencies – unlike legal tender – are universal in their usability in the sense that they can be used wherever they will be accepted as a method of payment regardless of national borders, exchange platforms play an important role in the crypto world. At the time of writing of this article, it was estimated that approximately 260 cryptocurrency exchange platforms exist online and list almost 1,600 different cryptocurrencies. The important role that these platforms play with regard to the use of cryptocurrencies may indicate that, in many cases, the transaction underlying a transfer of cryptocurrency is a pure sale or purchase of the cryptocurrency itself and not the purchase of a specific good or service with the cryptocurrency being the remuneration.

The use of cryptocurrencies can raise questions of taxation and especially of Value Added Tax (VAT) when there is an association with an economic activity. In this article, the authors will focus on cryptocurrency exchange platforms and wallet providers, thus a group of ‘new’ crypto intermediaries. Since cryptocurrencies are not issued by a central (state) authority, treatment as legal tender cannot be taken for granted. Even if it is considered counterintuitive, cryptocurrencies may not be comparable to legal tender, which would entail that crypto exchange platforms are to be treated differently than legal tender exchange businesses. The assessment of the respective VAT consequences thus needs to be done diligently.

Although this contribution discusses intermediation services, the understanding of their VAT treatment – especially the applicability of a VAT exemption – depends on the design of the underlying cryptocurrency that is generated via blockchain technology. Therefore, the authors begin with a brief description of the two most important blockchains. Subsequently, the VAT consequences of cryptocurrency trading and the provision of wallets will be determined.
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running the blockchain’s software are called ‘nodes’ on the network and can be located anywhere around the world. The blockchain can be referred to as a chronological database, a public¹¹ record of transactions that proves the entire transaction history of each token and thus previous as well as current ownership.¹²

2.2 Bitcoin Blockchain

The bitcoin blockchain is used to automatically and securely transfer bitcoins (the bitcoin blockchain’s ‘native’ token) from one public address to another public address without needing to rely on a third party (such as a bank).¹³ Instead, every transaction is recorded in the ledger (disclosed in the blocks) after being verified by the users of the system via a consensus mechanism (peer-to-peer).¹⁴ The bitcoin blockchain constitutes a periodically synchronizing record of transactions. It qualifies as a ‘public blockchain’ because its software is an ‘open source’.¹⁵

For verification, the bitcoin blockchain uses a consensus mechanism that is referred to as ‘proof of work’.²⁰ Requiring certain nodes to solve complex mathematical problems (a cryptographic hash function) based on trial and error by contributing processing power to the network (these users are called miners) while others verify the solution to the transaction.²¹ When a miner solves a puzzle, a block is formed containing the solution to the mathematical puzzle and a reference to the preceding block²² confirming ‘the integrity of the previous one, all the way back to the first block’ (this is the new hash²³).²⁴ The software continuously²⁵ adapts the difficulty of the mathematical puzzles according to the amount of computing power provided by all of the miners in the network to ensure that a block is created on an average of every ten minutes.²⁶ The more processing power that miners use, the greater their chance to solve the block. The miners, however, cannot influence their share of processing power proportional to the computing power of the entire network. As soon as the block is added to the blockchain, the transactions it contains become permanent, and the miners begin working on the next math problem for the next block. If a user attempts to spend more bitcoins than the amount that are allocated to them, all of the other users will reject the transaction.

Miners are incentivized to acquire specific mining equipment and contribute computing power to the network because 12.5 bitcoins (at a current value of approximately USD 100,000)²⁷ are newly created with every block and allocated to the miner who solves the math problem (block reward). Overall, the reward is randomly allocated to one of the miners in the network. Active miners contribute processing power to the network within the given time frame of approximately ten minutes without knowing who will be rewarded 12.5 bitcoins.²⁸ Miners thus sustain the system by creating blocks and by issuing new bitcoins.²⁹ Miners work to...
create a block individually or collectively (mining pool). \(^{30}\)

The blockchain is deemed secure because any manipulation of previous blocks requires a change in the code. A change in the code hinges on the consent of the majority of users and thus more than 50% of the network’s processing power (‘51% attack’). \(^{31}\) A ‘51% attack’ is very unlikely from an economic perspective; a manipulation of the ledger would presumably result in a loss of confidence in the system and, therefore, a decrease in the value of the bitcoins, harming the attacker more than anyone else with more than 50% computing power. Indeed, it would be more lucrative to use the 51% of the network’s processing power to mine bitcoins. \(^{32}\) The system thus self-regulates to a certain degree. \(^{33}\)

To transfer bitcoins from one public address to another, each user needs a public address and a private key \(^{34}\) to access the bitcoins that are assigned to their public address. The identities of the parties to a transaction are encrypted. The blockchain merely displays the public addresses of the parties and the number of bitcoins transferred. The public address and private key can be newly created for every transaction by using a so-called ‘wallet’. \(^{35}\)

The bitcoin blockchain was meant to be non-hierarchical, purely peer-to-peer, and require every user to contribute to the functioning of the system in order to be entitled to take advantage of it. However, since the network experienced substantial growth and the number of transactions effectuated on the blockchain has increased considerably over the past years, this task now requires a significant amount of mining power and hardware. As a consequence, business models that allow people – in exchange for remuneration – to take advantage of the bitcoin network without having to materially contribute to it have emerged. Ultimately, this is how exchange platforms and wallet providers formed.

### 2.3 Ethereum Blockchain

In 2015, Russian-Canadian programmer, Vitalik Buterin, founded a new blockchain project called ‘ethereum’. Technically, the ethereum blockchain resembles the bitcoin blockchain. It is also a public ledger using an open source code. Blocks are created by means of proof of work \(^{36}\) through miners, who are rewarded by – in this case – two ether (the ethereum blockchain’s ‘native’ token). \(^{37}\)

Unlike the bitcoin blockchain, the ethereum blockchain was created to provide an infrastructure, upon which third persons may build and run applications in an efficient, secure, and transparent way. \(^{38}\) Henning Diedrich refers to the ethereum blockchain as a ‘programming platform’. \(^{39}\) It consists not only of its base blockchain layer but also an entire second layer of hundreds of blockchain apps, protocols, and projects. \(^{40}\)

The ethereum blockchain features ‘smart contracts’. \(^{41}\) While cryptocurrency payments themselves are conducted through smart contracts \(^{42}\) which hence are also a part of the bitcoin blockchain, the ethereum blockchain displays a greater variation of smart contracts. Use cases include escrow services, verifiable voting systems, ridesharing, and gambling. \(^{43}\)
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A smart contract is (distributed) computer code that self-executes electronic instructions (‘if – then – else’). Smart contracts can thus automatically (and irreversibly) move tokens from A to B upon the fulfilment of a condition. They may be triggered by external conditions but cannot reach information outside the blockchain. Smart contracts will typically use the blockchains’ ‘native’ cryptocurrencies bitcoin or ether to remit a payment.

What has been stated about the bitcoin blockchain and the requirement for its users to contribute to and maintain the blockchain is also valid for the ethereum blockchain. Exchange platforms and wallet providers thus also provide their services to users who want to use ether without the burden of contributing to the network. Moreover, one (thrilling) aspect of ethereum is that it allows anyone to create their own token on top of the ethereum blockchain and to easily raise money by means of so-called Initial Coin Offerings (ICOs) that are based on smart contracts. Especially since 2017, all types of business ideas are being roughly outlined in white papers and made accessible to the (internet) public for effortless funding. The offerer typically asks the investor to pay ether towards the offerer’s project (via a smart contract) and, in return, gives the investor an equivalent number of tokens specifically created for this project. The ether raised in this way can then be exchanged for legal tender through an exchange platform that can be used to finance the project presented in the white paper.

Since ethereum enables anyone with basic web skills to create their own token, the number of newly developed tokens has surged – particularly in 2017, during the height of the cryptocurrency boom. In many cases, these so-called altcoins are based on the open source code of bitcoins and, therefore, may resemble bitcoins from a technological perspective. Today’s various altcoins differ from one another depending on their technical design, mode of issuance and distribution, as well as intended and real-life use. Thus, not every token referred to as ‘cryptocurrency’ may, in fact, resemble currency or even be used as a means of payment.

Regardless of whether the investors acquire any rights regarding the project from the project-specific tokens transferred to them in return for their ether investment, the newly issued tokens are usually listed on exchange platforms. Once the tokens are listed, other users can purchase them for legal tender. Many offerers have economically benefitted from this system and the exchange platforms received fees.

In reality, despite their self-organizing set-up, cryptocurrencies based on the bitcoin or the ethereum blockchains are typically exchanged through platforms that constitute a new type of intermediary. As the authors will elaborate in the following, these platforms fit easily into the well-known categories of agency.

3 VAT treatment of cryptocurrency trading

3.1 Trade of cryptocurrencies: Electronically Supplied Services

As outlined above, cryptocurrencies may differ from one another with regard to their technical design, mode of issuance and distribution, as well as their intended and factual use. What they have in common is their intangible nature and their dependency on the Internet.

With regard to bitcoins, the European Court of Justice (hereinafter ‘CJEU’) found that the ‘bitco’ virtual currency with bidirectional flow, which will be exchanged for traditional currencies in the context of exchange transactions, cannot be characterized as ‘tangible property’ within the meaning of Article 14 of the VAT Directive, given that […] the virtual currency has no purpose other than to be a means of payment. Consequently, the transactions […] which consist of the exchange of different means of payment, do not fall within the concept of the ‘supply of goods’, laid down in Article 14 of the directive. Rather, they ‘constitute the supply of services for
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consideration that has a direct link with the service provided, that is to say, within the meaning of Article 2(1)(c) of the VAT Directive.\(^{54}\)

Considering that all cryptocurrencies are issued and distributed over the Internet, it follows from the decision of the CJEU that tokens (cryptocurrencies) do not constitute goods within the meaning of Article 14 of the VAT Directive.\(^{55}\)

Rather, their exchange is to be classified as an electronically supplied service according to Article 58(1)(c) of the VAT Directive and Article 7(1) of the Council Implementing Regulation.\(^{56}\) These include services 'which are delivered over the Internet or an electronic network and, the nature of which renders their supply essentially automated and involving minimal human intervention, and impossible to ensure in the absence of information technology'.

In general, the concept of an 'electronically supplied service' deviates from the common understanding that legislation must be construed in a way that its application does not depend on the form or technical implementation of a transaction but on the substance of the facts of the case (technology neutrality of law).\(^{57}\) Article 58 of the VAT Directive and Article 7 of the Council Implementing Regulation indiscriminately combine all 'electronically supplied services' based on their form without considering their substance.\(^{58}\) As a result, the rule on electronically supplied services is given priority over other place of supply rules. This can be justified by the need for clear and uniform rules regarding services supplied online as well as legal certainty and simplification of enforcement.\(^{59}\) In the authors' opinion, however, this approach does not always ensure simplification of enforcement and, in some cases, there is no ambiguity.\(^{60}\) Especially when the place of supply rules for services in the B2C-sector already deviate from the general rule, it becomes evident that the concept of the 'electronically supplied service' may be misguided (e.g. services related to immovable property [Article 47 of the VAT Directive and Articles 13b, 31a and 31b of the Council Implementing Regulation]).

It follows that the same rules apply to all types of cryptocurrencies concerning the nature of their supply provided by a cryptocurrency exchange platform and the respective place of supply. With regard to tax exemptions, however, the evaluation is more nuanced.

Thus far, in its Hedqvist-decision, the CJEU has only decided on the VAT treatment of proprietary trading of bitcoins and no other cryptocurrency. Based on its decision at the time, it seems that trading bitcoins constitutes an exempt service – a conclusion that the authors will challenge hereinafter. Furthermore, it is uncertain whether the Hedqvist-decision can and should be transposed to trading cryptocurrencies other than bitcoin.

Before considering the application of a VAT exemption, it is necessary to elaborate on the actors involved in the trade. As outlined above, most of the exchanges of cryptocurrencies into legal tender or into other cryptocurrencies and vice versa are conducted by platforms or marketplaces on the Internet. Although the underlying distributed ledger technology theoretically allows for trading without an intermediary, empirical evidence shows that platforms are largely involved.\(^{61}\)

3.2 Independent Traders and Traders as Agents

3.2.1 Platforms as Taxable Persons

Exchange platforms facilitate the exchange of cryptocurrencies into legal tender or the exchange of legal tender into cryptocurrencies.

Under the assumption that the platform receives some consideration for its activity, it provides a service that, depending on its involvement in the exchange transaction between the ultimate seller and the ultimate buyer of the cryptocurrency, is to be considered either proprietary trading or an 'intermediation' service. Since the authors assume that the exchange is performed for consideration, there is no doubt that the platforms are performing economic activities within the meaning of Article 9 of the European Council Directive 2006/112/EC on the Common System of VAT.\(^{62}\)

Moreover, both types of trading via platforms constitute supplies of services and not of goods. These services are supplied automatically over the Internet. Differences
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between proprietary trading and ‘marketplace’ intermediation lie in the basis for taxation (the consideration), the number of business operators involved, and the tax exemption. As for the application of tax exemptions, due regard must be given to the nature of the specific cryptocurrency at stake. As pointed out above, cryptocurrencies may differ from one another with regard to their technical design, their type of issuance and distribution, as well as the intended and factual purpose. These factors can be relevant for the application of a tax exemption. Given the general technological neutrality of VAT legislation, the way in which cryptocurrencies are being generated seems less decisive for their legal assessment. However, this does not mean that the way that a type of cryptocurrency is being generated does not have any impact on its legal assessment. As a consequence, each token’s legal nature must be assessed based on the way it is being generated, intended to be used and, in fact, is actually being used. The mere fact that a type of token is being traded online with an exchange rate is not of significant relevance for its legal classification.

3.2.2 Independent Traders: Proprietary Traders

Online exchange platforms provide services to purchase and sell cryptocurrencies for legal tender in a bidirectional flow. Some of them buy and resell the tokens themselves. In that case, the exchange platform engages in ‘proprietary trading’, as the authors refer to it.

3.2.3 Marketplaces: Agents

3.2.3.1 Disclosed and Undisclosed Agents

Other exchange platforms simply offer an online infrastructure (website, app, etc.) to match buyers and sellers of cryptocurrencies instead of becoming the owners of the tokens themselves. The authors define such online exchange platforms as ‘marketplaces’. The service provided by such businesses is the matching of users in order to enable an exchange of tokens for legal tender directly between them. When a taxable person creates a legal relationship between a provider and a recipient of a service, pursuant to which there is reciprocal performance, he qualifies as an intermediary. Consequently, such marketplaces function as intermediaries between buyers and sellers of tokens. For instance, the marketplace receives cryptocurrency (transferred to its wallet) from the seller and legal tender (transferred to its bank account) from the buyer and reciprocally forwards the respective amounts to both parties (after deducting its commission).

From a VAT perspective, such marketplaces act as agents. Cases of agency regularly involve at least three parties: In the first case, a person (principal) wants to sell a specific good or provide a distinctive service by mandating another (independent) person (agent) to fulfil this task on behalf of the seller either in his own name or in the name of the seller. The third person is the buyer who concludes the transaction either with the agent or directly with the seller. In the other case, a person (principal) wants to purchase a specific good or service by mandating another (independent) person (agent) to fulfil this task on behalf of the buyer either in his own name or in the buyer’s name. If the agent is remunerated for this service, there are two transactions to be taken into consideration for VAT purposes: the transaction between the principal and the agent, on the one hand, and the transaction between either the agent and the buyer or the buyer and the principal, on the other hand.

As a consequence, two types of agency can be distinguished. The first is an agency in which the agent does not participate in the supply of the underlying service by acting on behalf and in the name of the principal (Article 46 of the VAT Directive, ‘disclosed agent’). The second is an agency in which the agent takes part in the supply of the underlying service by acting on behalf of the principal but in his own name (Article 28 of the VAT Directive, ‘undisclosed agent’).

3.2.3.2 Undisclosed Agents

Article 28 of the VAT Directive provides that, when a taxable person takes part in a supply of services while acting in his own name but on behalf of another person, he is deemed to have received and supplied those services himself. The CJEU puts it as follows:

Under that fiction, the operator, who takes part in the supply of services and who constitutes the commission agent, is considered to have, firstly, received the services in question from the operator on behalf of whom it acts, who constitutes the principal, before providing, secondly, those services to the client himself.
According to the CJEU, involvement in the supply of services in his own name means that a legal relationship is not created directly between the buyer and the undertaking on behalf of which the operator involved acts. Instead, a relationship is formed between that operator and the buyer, on the one hand, and between that operator and that undertaking, on the other. Consequently, in addition to the presumption in Article 9a(1) of the Council Implementing Regulation, a marketplace could be acting in its own name but on behalf of its users if its users were to ‘effect an exchange without knowing who their counterparty was’ because, in that case, the marketplace takes responsibility for the coordination. This will often be the case when tokens are supplied via a ‘crypto ATM’. 

3.2.3.3 Disclosed Agents

A marketplace is acting on behalf and in the name of another person if it is merely putting two of its users in contact with one another for the purpose of facilitating their contractual agreement on the exchange of cryptocurrencies for legal tender and vice versa. In this case, it is acting as a mere agent and does not take part in the transaction between the seller and the buyer of the cryptocurrency. Whether or not a person is acting in his own name depends on the particular facts of the case. A disclosed agent may intermediate between two non-taxable persons.

3.2.3.4 Legal Presumption: Undisclosed Agents

Since, in practice, it is not easy to correctly assess whether an agent is acting in an ‘undisclosed’ way, Article 9a(1) of the Council Implementing Regulation establishes a legal presumption of undisclosed agency. Accordingly, a taxable person taking part in an electronically supplied service, which is ‘supplied through a telecommunications network, an interface or a portal such as a marketplace, shall be presumed to be acting in his own name but on behalf of the provider of those services unless that provider is explicitly indicated as the supplier by that taxpayer and that is reflected in the contractual arrangements between the parties’.

In order to regard the provider of electronically supplied services as being ‘explicitly indicated as the supplier’ of those services, the following conditions specified in Article 9a(1) of the Council Implementing Regulation must be satisfied: The invoice issued or made available by each taxable person taking part in the supply of the electronically supplied services must identify the services and the supplier thereof, and the invoice or receipt that is issued or made available to the customer must identify the electronically supplied services and the supplier thereof. However, a taxable person who authorizes the charge of a supply of electronically supplied services to the customer or the delivery of the services or establishes the general terms and conditions of the supply is not permitted to explicitly indicate another person as the supplier of those services. Considering that most marketplaces perform exactly those types of activity, most of them will be presumed to be acting in their own name but on behalf of their users.

3.3 Type of Service

3.3.1 Proprietary Traders and Undisclosed Agents

When the platform is to be considered a proprietary trader or an undisclosed agent, the exchange of cryptocurrencies for legal tender with bidirectional flow is the underlying transaction, and the service provided by the platform is an ‘electronically supplied service’ according to Article 58(1)(c) of the VAT Directive and Article 7(1) of the Council Implementing Regulation.

3.3.2 Disclosed Agents

When the platform acts as a disclosed agent, it does not take part in the underlying transaction that is concluded between the seller and the buyer. In this case, the platform only receives a fee for its intermediation service and
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is not deemed to have carried out the underlying transaction itself.

It appears that the sale and purchase of cryptocurrencies via exchange platforms is fully automated and does not require any human intervention on the part of the platform. When marketplaces enable users to 'put goods or services up for sale' on their site 'on which potential buyers make their bids by an automated procedure and on which the parties are notified of a sale by electronic mail automatically generated from a computer', they electronically supply services subject to Article 58 of the VAT Directive (Article 7(2)(d) of the Council Implementing Regulation). 'Bids' pursuant to Article 7(2)(d) of the Council Implementing Regulation must not only be understood within the context of an auction but may, in the authors' view, also cover the acceptance of a purchase offer. It seems that the European legislator is alluding to businesses such as eBay auctioning off its user's goods. Nonetheless, the authors contend that Article 7(2)(d) of the Council Implementing Regulation indicates that the European legislator wanted to ensure that online marketplaces that put buyers and sellers in contact with each other without strongly influencing their terms of contract are treated as providing electronically supplied services, irrespective of whether the goods or services are auctioned off or sold for fixed prices. Consequently, also the service provided by the platform acting as a disclosed agent falls within the scope of Article 7 of the Implementing Regulation and thus Article 58(1) of the VAT Directive.

3.4 Place of Supply
3.4.1 Proprietary Traders and Undisclosed Agents

Since taxable persons acting in their own name but on behalf of another person are treated as if they had received and provided the services themselves (Article 28 of the VAT Directive), the place of supply of their services is determined according to the same rules as the place of the underlying supply. As a consequence, the place of supply of the services provided by an undisclosed agent will often be the same location as the place of supply of the services provided by a proprietary trader.

Constituting an electronically supplied service pursuant to Article 7(1) of the Council Implementing Regulation and Article 58(1c) of the VAT Directive (just as above), the exchange of tokens for legal tender (B2C) occurs where the recipient is established, has his permanent address, or usually resides. When such services are supplied to a taxable person, the general rule pursuant to Article 44 of the VAT Directive applies: the place of supply is the place where that person has established his business or has a fixed establishment for which the service is supplied or, in the absence of such a place, the location where that person has his permanent address or usually resides.

It should be noted that pursuant to Article 18(2) of the Council Implementing Regulation, suppliers of electronically supplied services may regard customers established within the European Union (EU) as non-taxable persons as long as they have not communicated their individual VAT identification number. This applies irrespective of information to the contrary.

When electronically supplied services are supplied to a non-taxable person, it is presumed that the customer is established, has his permanent address, or usually resides at the place identified as such by the supplier on the basis of two items of non-contradictory evidence.78 Evidence within the meaning of that provision are, e.g. the billing address of the customer, the Internet Protocol (IP) address of the device used by the customer or any method of geolocation; bank details such as the location of the bank account used for payment or the billing address of the customer held by that bank; or the Mobile Country Code (MCC) of the International Mobile Subscriber Identity (IMSI) stored on the Subscriber Identity Module (SIM) card used by the customer.79 Where the total value of electronically supplied services does not exceed EUR 10,000 annually, the place of supply may be identified on the basis of one item of evidence.80

Pursuant to Article 24a(1) of the Council Implementing Regulation, it is presumed that the customer is established, has his permanent address or usually resides at the place where the physical presence of the recipient of the service is needed for the service to be provided to them by that supplier, and that the service is effectively used and enjoyed there. Certainly, in order to exchange cryptocurrencies via an ATM, the physical presence of the customer is required. Thus, where the services are supplied via a crypto ATM, the place of supply is the place where the ATM is physically located. This presumption applies when the recipients of the service are non-taxable persons or taxable persons.

3.4.2 Disclosed Agents

The service provided by a disclosed agent falls within the scope of Article 58 of the VAT Directive. Therefore, the special rule for disclosed agents according to which (mere)
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intermediation services to non-taxable persons are performed at the place where the underlying transaction is supplied (Article 46 of the VAT Directive) is disregarded. Since the proprietary exchange of cryptocurrencies constitutes an electronically supplied service, the service underlying the intermediation service is performed where the buyer is established. Thus, for the intermediation service, it is of no concern whether the service falls under Article 58(1) or Article 46 of the VAT Directive. In both cases, the service is supplied where the contractual partner of the exchange platform is established. Moreover, when the service is supplied to a taxable person, the place of supply is where that person is established pursuant to Article 44 of the VAT Directive in both cases.

When the intermediation occurs through an ATM, the supply of tokens is taxable at the place where the ATM is located—irrespective of the recipient’s status as a taxable or a non-taxable person. The same is valid for the supply by the intermediary.

3.5 Tax Exemption

3.5.1 Preliminary Remarks

As outlined above, the exchange of tokens is to be classified as an electronically supplied service. It follows that the same rules apply to all types of cryptocurrencies concerning the nature of their supply provided by a cryptocurrency exchange platform and the respective place of supply. With regard to tax exemptions, however, the evaluation is more nuanced.

3.5.2 Exchange of Cryptocurrencies for Legal Tender

3.5.2.1 The CJEU in C-264/14 Hedqvist

In Hedqvist, the CJEU had to determine whether proprietary trading (bitcoins for legal tender) was exempt from VAT under Article 135(1) of the VAT Directive. Article 135(1)(e) of the VAT Directive exempts ‘transactions, including negotiation, concerning currency, bank notes and coins used as legal tender, with the exception of collectors’ items, that is to say, gold, silver or other metal coins or bank notes which are not normally used as legal tender or coins of numismatic interest’ from VAT. The conclusions reached by the CJEU in Hedqvist with regard to the application of Article 135(1)(e) of the VAT Directive were as follows:

(1) It is established case law that the terms used to specify VAT exemptions that are established in Article 135(1) of the VAT Directive are to be interpreted strictly ‘since they constitute exceptions to the general principle that VAT is to be levied on all services supplied for consideration by a taxable person’. Nevertheless, the interpretation of those terms must be consistent with the objectives pursued by the exemptions and comply with the requirements of the principle of fiscal neutrality inherent in the common system of VAT. The requirement of strict interpretation thus does not mean that those terms ‘must be construed in such a way as to deprive the exemptions of their effect’. According to the CJEU, financial transactions exempt from VAT ‘do not necessarily have to be carried out by banks or financial institutions’.

(2) ‘Where there are linguistic differences [in the various language versions of Article 135(1)(e) of the VAT Directive], the scope of the expression in question cannot be determined on the basis of an interpretation which is exclusively textual. That expression must therefore be interpreted in the light of the context in which it is used and of the aims and scheme of the VAT Directive. The CJEU reiterated that ‘the exemptions laid down by Article 135(1)(e) of the VAT Directive are intended to alleviate the difficulties connected with determining the taxable amount and the amount of VAT deductible which arise in the context of the taxation of financial transactions’. ‘Transactions involving […] currencies other than those that are legal tender in one or more countries, in so far as those currencies have been accepted by the parties to a transaction as an alternative to legal tender and have no purpose
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other than to be a means of payment, are financial transactions.\textsuperscript{90} The difficulties connected with determining the taxable amount and the amount of VAT deductible may be the same, whether it is a case of the exchange of traditional currencies, normally entirely exempt under Article 135(1)(e) of the VAT Directive, or the exchange of such currencies for virtual currencies with bi-directional flow.\textsuperscript{91} It therefore follows from the context and the aims of Article 135(1)(e) that to interpret that provision as including only transactions involving traditional currencies would deprive it of part of its effect.\textsuperscript{92} The CJEU, therefore, held that Article 135(1)(e) of the VAT Directive also covers transactions with bitcoin.

3.5.2.2 Conclusions from Hedqvist

Bitcoin: Proprietary Traders

It follows from the judgment Hedqvist that the services supplied by proprietary trading businesses are exempt from VAT under Article 135(1)(e) of the VAT Directive provided that:

1. the services supplied involve the exchange of bitcoins for legal tender with a 'bidirectional flow' and
2. the proprietary trading business purchases and sells the respective units of bitcoin.

The CJEU classified bitcoin trades by a proprietary exchange as financial transactions within the meaning of this provision by relying on their supposed function. The court considered them to be financial transactions 'in so far as those currencies have been accepted by the parties to a transaction as an alternative to legal tender and have no purpose other than to be used as a means of payment'.\textsuperscript{93} This acceptance by the parties to the transaction and the purpose of using the cryptocurrency as a means of payment set the grounds for equating the exchange of cryptocurrency with the exchange of legal tender.\textsuperscript{94} This point is essential for determining the correct VAT treatment of trading cryptocurrencies other than bitcoins, on the one hand, and the appropriateness of the CJEU’s conclusions against the backdrop of present-day bitcoins’ use on the other hand. Hereinafter, the authors will depart from the assumption that the CJEU was correct in stating that bitcoins are only being exchanged for the purpose of being used as a means of payment. In s. 3.5.2.4., the authors will challenge the CJEU’s view against the backdrop of today’s reality.

Bitcoin: Disclosed Agents

When services that are generally exempt from VAT are provided by an intermediary, the exemption does not categorically apply. As mentioned above, Article 135(1)(e) of the VAT Directive exempts transactions, including negotiation, concerning currency, bank notes, and coins used as legal tender from VAT.

The VAT Committee of the European Commission does not consider the activity of a marketplace matching bitcoin buyers and sellers as transactions concerning currency or financial services exempt from VAT under Article 135(1)(e) of the VAT Directive. In its Working Paper No 892,\textsuperscript{95} it argues that an exchange platform acting as an intermediary is not supplying an exchange service and that the use of an exchange platform 'does not entail any right or duty for the platform with regard to the transfer of bitcoin themselves'. While acknowledging that the exemption in question not only applies to the supply of currency but 'more broadly to transactions concerning currency', it is doubtful — without further specification — that the 'provision of an online marketplace allowing the peer-to-peer trade of bitcoin holds a sufficient degree of connection with the supply of a means of payment'.

To someone who is used to working with the German version of Article 135(1)(e) of the VAT Directive, this result is striking. Instead of 'négociation', the German version of Article 135(1)(e) of the VAT Directive uses the term 'vermittlung' which translates into 'intermediation' and would thus explicitly include intermediary activities such as those of a cryptocurrency marketplace. The European Commission’s stance appears to take into account the English and perhaps French versions of Article 135(1)(e) of the VAT Directive that employ the terms ‘negotiation’ and ‘négociation’, respectively. This wording implies that the marketplace must have carried out some act of negotiation in order to fall within the scope of Article 135(1)(e) of the VAT Directive. In denying a sufficient degree of connection, the European Commission seems to be of the opinion that such ‘négociation’ is generally not provided by online
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marketplaces (maybe because contracts are concluded automatically online’).

The authors contend that this view is misguided. Even if, in the past, the intermediation of contracts included their negotiation (often excluding the price) and, if Article 135(1)(e) of the VAT Directive continues to be interpreted in that way, it cannot be overlooked that today’s online marketplaces’ methods of matching users does, in fact, constitute a type of ‘negotiation’. Contracts are concluded between buyers and sellers of bitcoins under the precondition that both sides have agreed to the marketplace’s general terms and conditions. Additionally, the contract concluded between these parties may be governed by the seller’s individually advertised terms to which the buyer agrees. In these cases, however, the seller’s terms seem to be valid only when they do not contradict or violate the terms of the marketplace. This may afford little opportunity to individually design the contracts (except, possibly, the price). The authors thus argue that the automated matching of buyers and sellers under pre-formulated terms and conditions constitutes a modern form of negotiation and should thus receive the same treatment as the services provided by a proprietary trader.

Consequently, if the activity of a proprietary trader of exchanging bitcoins for legal tender is exempt from VAT under Article 135(1)(e) of the VAT Directive, then the activity of a marketplace matching bitcoin buyers and sellers must also qualify as ‘transactions, including negotiation, concerning currency’ within the meaning of Article 135(1)(e) of the VAT Directive.

3.5.2.3 Altcoins

According to the CJEU, the exchange of currencies other than the exchange of legal tender for legal tender with ‘bidirectional flow’ leads to financial transactions within the meaning of Article 135(1)(e) of the VAT Directive provided those currencies have been accepted by the parties to the transaction as an alternative to legal tender and have no purpose other than to be a means of payment (‘contractual means of payment’). If these conditions are met, the VAT exemption under Article 135(1)(e) of the VAT Directive applies. Thus, when one type of cryptocurrency is exchanged for another type of cryptocurrency, and both types satisfy these conditions, the transaction is exempt from VAT. Whether a cryptocurrency meets these conditions must be assessed on a case-by-case basis.

For cryptocurrencies other than bitcoins, it is difficult to establish whether they are commonly being used as a means of payment especially when businesses ‘accepting’ cryptocurrencies by using specific payment processors are not considered. The authors believe that these processors should not be taken into account for the following reasons. The ‘crypto payment processors’ in question accept payments from customers in the form of various different cryptocurrencies on behalf of businesses and subsequently transfer the equivalent amount in legal tender to those businesses. Technically, this indicates that the customer has the opportunity to pay using a token, however, the business actually receives legal tender. The transaction is being intermediated by a payment processing company. It is questionable, in this case, whether the token can qualify as a contractual means of payment with regard to the legal relationship between the customer and the business considering that it is being used by the customer but is not technically accepted by the business. In some cases, the business receiving payment from a customer using a payment processor might not even notice its customer paying with cryptocurrency. As a consequence, only a small number cryptocurrencies will fulfil the criterion of being accepted by both parties as an ‘alternative to legal tender’.

In the authors’ opinion, the principles established by the CJEU in Hudspeth can only be transposed to tokens that have been created to exclusively serve as a method of payment and which factually exclusively serve as such.

Notes

96 See supra, infra.
97 As is the case with Localbitcoins, supra n. 3.
98 LocalBitcoins excludes the validity of the seller’s terms in cases when they are unreasonable or otherwise difficult to comply with (LocalBitcoins, supra n. 3).
99 While not being actively involved in the contractual relationships amongst its users, the marketplace has a significant amount of power and insight. It knows enough about their contractual relationships to be able to reduce information asymmetries between the government and the taxpayer. It is thus justified and necessary for authorities to take recourse to the marketplace as a third-party intermediary.
100 Hudspeth, 625-54/14, supra n. 52, para. 42.
104 Zechner, supra n. 49, at 392, 393.
105 See also A. Bul, VAT Treatment of Initial Coin Offerings, 20(3) Int'l. VAT Monitor 118, 122 et seq. (2018).
In contrast, the trading of tokens, which cannot be considered a contractual means of payment, are subject to VAT.

### 3.5.2.4 Has the Hedqvist Reasoning Become Obsolete?

While considering the exemption of Article 135(1)(e) of the VAT Directive relevant for the exchange of bitcoins for legal tender, the CJEU did not exclusively rely on the wording of the provision — which was ambiguous regarding the different language versions — but built its argument around bitcoins’ purpose. This approach allowed the court to apply the existing VAT rules to a new phenomenon by taking a ‘substance-over-form’ approach that appears to preserve technology neutrality of the legal framework. In doing so, the court demonstrates that VAT law is flexible enough to adapt to business models and technologies that could not be foreseen by the legislator at the time of adoption of the law.\(^{107}\)

This approach seems welcome from the perspective of technology neutrality of law, however, the case of bitcoin demonstrates that such an approach can entail serious uncertainty: The primary argument of the CJEU for applying the exemption to the exchange of bitcoins was that they were comparable to legal tender because they were accepted as a means of payment by those who used them. Furthermore, bitcoin trades were treated as financial transactions under the presumption that they did not serve any other purpose than their use as a method of payment. There is no doubt that this use was what Satoshi Nakamoto had originally envisioned. When the first pizza was purchased in exchange for one bitcoin, this vision became real, and bitcoins became known to the general public. It is also a current reality that bitcoins are being accepted as means of payment in some places.\(^{108}\)

The fact that bitcoins are being accepted as an alternative to legal tender is relatively easy to establish.\(^{109}\)

However, there appears to be no clear evidence that they are commonly being used as legal tender. From the current perspective — over four years after *Hedqvist* — it seems evident that bitcoins are being mined and traded primarily for speculative purposes. According to some academics, this was true already in 2015.\(^{110}\) Given the explicit wording in *Hedqvist* (‘[…] and have no purpose other than to be used as a means of payment’\(^{111}\)), the authors doubt that the CJEU was aware of the fact that bitcoins were being exploited for these speculative purposes at the time of the decision. In fact, the authors believe that, facing bitcoins’ reality of today, the CJEU would have decided differently.\(^{112}\)

Against this backdrop, the authors contend that the equal treatment of the exchange of bitcoins and the exchange of legal tender as put forward by the CJEU in the *Hedqvist* case corresponds to equal treatment of two differing activities. In the authors’ view and given today’s reality, knowing how bitcoins are actually being currently used, the CJEU’s reasoning and decision in *Hedqvist* are no longer valid.

As a consequence, the CJEU’s decision would no longer apply to today’s bitcoin exchanges. Can this position be taken without representing a neglect of the role of the CJEU as the ultimate interpreter of EU law? In the authors’ opinion, the answer is yes. In *Hedqvist*, the CJEU did not explicitly state that bitcoins are legal tender. Instead, the court argued that they are to be treated like legal tender because — at the time of the decision — they were being accepted and used as such and were thus subject to financial transactions. As it turns out, presently, bitcoins are not primarily being used as a means of payment, or at least not within the realm of lawful activities. Their treatment equal to that of legal tender, therefore, is to be dismissed.

For these reasons, the exchange of bitcoins for legal tender is no longer exempt from VAT, in the authors’ view, but subject to VAT.

---
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4 VAT TREATMENT OF WALLET PROVIDERS

4.1 Definition

Wallets are software that stores the private keys of a blockchain user. The private keys are a digital set of data that enables users to transact via the blockchain\textsuperscript{113} and grant users access to their token holdings (balance on the blockchain).\textsuperscript{114} The software determines the balance based on the information of all of the previous transactions in the blockchain. Wallets generally provide for a user-friendly interface.\textsuperscript{115} Additionally, they offer automated services such as calculating which amount in transaction fees\textsuperscript{116} would need to be paid in order for the transfer to be made within a certain time frame as well as mixing or insurance services.\textsuperscript{117}

In bitcoins’ early days, there was merely the bitcoin-QT desktop client.\textsuperscript{118} Currently, a variety of wallets, including web,\textsuperscript{119} and mobile wallets,\textsuperscript{120} are being offered. These are the different types of wallets: desktop wallets,\textsuperscript{121} web wallets, mobile wallets, hardware wallets,\textsuperscript{122} and paper wallets.\textsuperscript{123} Most of the time, exchange platforms offer wallets as a part of their trading or marketplace service.\textsuperscript{124}

Many individuals use wallets for convenience because they are easy to use.\textsuperscript{125}

In general, ‘custodial wallets’ and ‘self-hosted wallets’ can be distinguished from each other.\textsuperscript{126} While the private keys are stored in a paper wallet or directly on hardware (such as a computer or smartphone), the wallet is self-hosted. If, however, the private keys are stored on the server of a wallet provider (usually the case for web and mobile wallets), it is a custodial wallet – the wallet provider (theoretically) has access to the user’s funds.\textsuperscript{127} A wallet provider’s service is thus either the sale of hardware or software that enable the users to store the private keys on their own device or the storage of the users’ private keys on the service provider’s servers.\textsuperscript{128}

4.2 Taxable Event

As stated above, some online exchange platforms simultaneously act as wallet providers without charging an extra fee. In this case, the provision of a wallet is to be considered an ancillary service that shares the tax treatment of the principal service (the exchange service).\textsuperscript{129} The storage of private keys ‘does not constitute for customers an end in itself, but a means of better enjoying the principal service supplied.’\textsuperscript{130}

When a wallet’s interface is linked to an online exchange platform of a third party,\textsuperscript{131} the question of whether a fee is being charged separately must be answered in order to establish whether this constitutes a separate supply of services within the meaning of Article 2 (1)(c) of the VAT Directive.
Many wallet providers offer their services free of charge. In that case, the (wallet) services that are supplied are not subject to VAT. Wallets not offering exchange services, but solely wallet services for consideration, are subject to VAT.132

4.3 Place of Supply

The storage of private keys on the servers of a wallet provider and the provision of software to save the private keys on a private device are electronically supplied services within the meaning of Article 7(1) of the Council Implementing Regulation and Article 58(1)(c) of the VAT Directive. Irrespective of whether such services are supplied to a non-taxable or a taxable person (Article 44 of the VAT Directive), the place of supply is where that person is established, has their permanent address, or usually resides.

The sale of hardware wallets is a supply of goods within the meaning of Article 14(1) of the VAT Directive.133 According to Article 40 of the VAT Directive, the place of an intra-community acquisition of goods is the location where the transport of the goods to the person acquiring them ends. The place of an acquisition of goods by a non-taxable person is generally the place where the goods are located at the time when dispatch or transport of the goods to the customer begins (Articles 32 et seq. of the VAT Directive).134

4.4 Tax Exemption

In its Working Paper No 892 following the CJEU decision in Hudqvist, the VAT Committee considered wallet services for consideration exempt from VAT under Article 135(1)(e) of the VAT Directive. It argues that wallet providers grant users access to their respective token holdings and thus enable using them as a means of payment – comparable to banks for which services are exempt from VAT under Article 135(1)(e) of the VAT Directive.135

In the authors’ view, it is questionable whether wallet services are comparable to services provided by banks. Providers of ‘self-hosted wallets’ merely supply software or hardware and are thus certainly outside the scope of Article 135(1)(e) of the VAT Directive. This exemption, however, could be relevant for providers of ‘custodial wallets’ because they store the private keys of a user on their servers. Cryptocurrency transactions are made directly in the blockchain. The wallet merely generates and stores private keys; it does not transfer payments or manage an ‘account’. In the authors’ view, (custodial) wallet services are thus not transactions concerning currency within the meaning of Article 135(1)(e) of the VAT Directive and, therefore, not exempt under that provision.

Furthermore, Article 135(1)(d) of the VAT Directive regarding ‘transactions, including negotiation, concerning deposit and current accounts, payments, transfers, debts, cheques and other negotiable instruments, but excluding debt collection’ could apply. The exemption requires that the service provided ‘viewed broadly, form a distinct whole, fulfils in effect the specific, essential functions of a transaction concerning deposit and current accounts’.136 In order to assess this criterion, the CJEU examines ‘first, whether the provision of those services is capable of giving rise to changes of a legal and financial character similar to those resulting from interbank payments or transactions in securities themselves and, second, whether [the companies’] responsibility towards its clients is limited to technical aspects or whether it extends to specific, essential aspects of those financial transactions’.137 According to the CJEU, such changes are effectuated by the transfer of funds between accounts irrespective of their cause. Thus, functional aspects are decisive.138

In two CJEU cases, the respective companies. (Sparekassernes Datacenter (SDC) and Nordea) had been involved in the technical processing of payments. SDC provided a data-handling network that connected banks and payment service providers and thus allowed payment operations to occur. Nordea supplied a technical and legal framework for banks and financial institutions enabling the transmission of messages concerning interbank payments. Likewise, wallets technically connect the users in a blockchain by granting them access to private keys that are essential for making cryptocurrency payments. Wallet providers are therefore involved in the technical implementation of a transaction – like SDC and Nordea. However, they do not give rise to ‘changes of a legal and financial character’ within the meaning of Article 135(1)(d) of the VAT Directive.
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When transacting in the blockchain, ‘self-hosted wallets’ are not indispensable. As noted above, private keys may also be stored directly on the user’s hardware device. Nevertheless, if wallet services were ‘essential and the only services available, the mere fact that a constituent element is essential for completing an exempt transaction still does not warrant the conclusion that the service which that element represents is exempt’. 

The CJEU held in both cases that the responsibility of SDC and Nordea, respectively, was limited to technical aspects and, therefore, found that the exemption under Article 135(1)(d) of the VAT Directive did not apply. In the authors’ view, this implies that providers of ‘self-hosted wallets’ do not fall within this exemption. Moreover, the wallets do not perform the transfer of funds between the wallets – rather, they are performed by the miners within the blockchain ecosystem. Thus, wallet services supplied for consideration are subject to VAT.

5 Conclusion

The bitcoin blockchain’s initial goal of enabling direct transfer of value without the need for an intermediary is not reflected in today’s economic reality. Various intermediaries have emerged economically benefitting from users who want to own and use cryptocurrency in a user-friendly way. The most well-known ‘gateways’ are cryptocurrency exchange platforms and wallet providers. Even though the use of such centralized platforms ‘off chain’ seems to contradict the crypto-anarchic rationale behind the bitcoin invention, it has led to significant numbers of cryptocurrency ‘users’.

In this article, the authors assessed the economic activities carried out by exchange platforms and wallet providers. Regarding the exchange platforms, the authors distinguished between two types of exchange platforms, proprietary traders, and marketplaces.

Given that bitcoins are of an intangible nature, they cannot be classified as goods within the meaning of Article 14(1) of the VAT Directive. Moreover, they are no longer to be considered as a method of payment. Bitcoins certainly have a market price because users are willing to pay by means of legal tender in order to acquire them. From a VAT perspective, the provision of an intangible is a service. Therefore, when bitcoins are exchanged for legal tender, services are supplied. Since this supply is delivered automatically over the Internet and impossible to ensure in the absence of information technology, the exchange of bitcoins for legal tender constitutes an electronically supplied service (pursuant to Article 58(1)(c) of the VAT Directive and Article 7(1) of the Council Implementing Regulation). As a consequence, VAT is due at destination.

The VAT treatment of the marketplaces’ economic activities depends on whether they are acting as ‘disclosed’ or ‘undisclosed’ agents. Given that the legislator’s intent was to apply uniform rules to all electronically supplied services, their place of supply rule takes precedence over the place of supply rule for (disclosed) agents. While (disclosed) agents do not take part in the underlying service and provide electronically supplied (intermediation) services, undisclosed agents are presumed to have supplied the underlying electronically supplied services themselves. For both types of services, the place of the exchange platforms’ supply is where the customer is established irrespective of the status of the recipient as a taxable person or a non-taxable person. In its 2015 decision Hedqvist, the CJEU held that the VAT exemption in Article 135(1)(e) of the VAT Directive applies in the context of a proprietary trading company exchanging bitcoins for legal tender and vice versa. Its main arguments for this result were that bitcoins were being accepted by the parties to the transaction as an alternative to legal tender and had no other purpose than to be used as a means of payment. In the meantime, their main purpose has shifted to speculation. Given the functional analysis carried out by the CJEU in Hedqvist and bitcoins’ current function as an object of speculative, the authors argue that the court’s conclusion in Hedqvist can no longer be transposed to bitcoin trading today. Rather, the exchange of cryptocurrency, which is not intended to and does not factually exclusively serve as a means of payment, is not exempt from VAT.

Regarding wallet providers, the authors distinguished between ‘custodial’ wallets and ‘self-hosted’ wallets. Their supplies are taxable when they are made for consideration. Depending on whether the wallet providers supply hard- or software, they are supplying either goods or (electronically supplied) services. Wallets store the private keys of blockchain users; they do not transfer cryptocurrency funds. Therefore, neither the VAT exemption for transactions concerning currency nor the VAT exemption for transactions concerning deposit and current accounts, payments and transfers apply to any of the wallets provided. In our view, the wallet providers’ services are thus subject to VAT.

This article has shown that the law is reactionary – not only in its making but naturally even more so in its application. While the CJEU’s decision in Hedqvist
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(four years ago) is coherent, its legal analysis is based on a different economic reality than the reality being faced today. The authors thus reiterate that the particular context in which a court decision was previously made can provide information on how relevant its respective statements are in interpreting present and future law – all the more so in times of rapid technological advancements.